
 
 

 

 

 

 

 

 

 

Nipro Medical (Hefei) CO., LTD. (NMH; Chairman: Katsunori Shimada)—a NIPRO 

CORPORATION subsidiary in China—was subject to unauthorized access from an outside party 

on February 9, 2023 (local time). As a result of this unauthorized access, NMH’s server was verified 

as having been infected with ransomware. 

Upon becoming aware of the incident, NMH immediately shut down its network, and NIPRO has 

confirmed that the incident did not result in any direct secondary damage to NIPRO or NIPRO 

Group companies in Japan or overseas. 

Manufacturing and product shipping processes have continued unaffected. 

NIPRO and NMH are currently taking the necessary measures to restore the NMH network, but 

no precise timeline is currently available for when restoration will be complete. Because the 

restoration of business at NMH is the priority, it is expected that investigating the cause and 

effects of the unauthorized access—including the impact of any potentially leaked information—

will take some time. 

We sincerely apologize for any inconveniences or concerns this incident may cause customers and 

other parties involved. 

Any impact this incident may have on business performance is also currently being investigated. 

We will promptly disclose any matters requiring disclosure that arise during the investigation. 
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