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NIPRO CORPORATION 
 

 
Fraudulent Email Warning 

 
 
It has come to our attention that domain names which include the word “nipro” have 
been registered abusively.  Such domain names were used by person(s) who 
deceptively uses the name of NIPRO’s group company as its employee and contacts 
target companies to defraud them of their products.   
 
[Confirmed facts] 
 Email addresses which have the domain names “niprocorp.com” or 

“niproeurope.co.uk” (example: *******@niprocorp.com) are used to contact target 
companies. 

 Person(s) uses a fictitious name of “Purchasing Department” of NIPRO as if such 
person were an employee of NIPRO’s group company and orders products of the 
target companies.  

 The email communications are elaborate pretending actual business email of 
purchase transaction by using a fictitious address in the United Kingdom.   

 
NIPRO and its group companies are not related to the above domain names or any 
other fraudulent registrations.  Please be careful to ensure that you confirm the 
identification of person(s) contacting you in order to prevent fraud. 
 
 


